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Statement of Progress 

The Special Counsel has been maintaining an active investigation and continuing to 

fight for the Legislature’s right to conduct an election-integrity investigation.  Since the 

first Interim report, the Special Counsel has issued 76 new subpoenas.  This brings the total 

subpoenas issued by the OSC to 90.  These subpoenas were served upon entities named in 

this report, including Dominion Voting Systems, Inc., Electronic System and Software, 

LLC (ESS), Quickbase, Inc., USDR, CTCL, NVAHI, The Elections Group, and others.  

The subpoenas were also served upon or sent to some of the persons who had the 

most information about the role of private companies and individuals in Wisconsin’s 

election.  This included Michael Spitzer Rubenstein, Tiana Epps-Johnson, Ari Steinberg, 

and Harrison Hersch.  Finally, the subpoenas were served on local persons such as Hannah 

Bubacz, a Milwaukee city employee, and Sarah Linske, an IT employee for WEC.  

To the extent that individuals responded to subpoena, it was to produce documents.  

Some recipients, including the major private companies and individuals, did not comply at 

all.  They either informed the OSC that they would not comply with the subpoena or attend 

the depositions or embroiled the OSC in litigation.  As of the writing of this Report, the 

litigation surrounding the investigation of the 2020 election has been pervasive and time-

consuming.  

The Special Counsel has been sued three different times in three different cases in 

Dane County Circuit Court.  The OSC has defended against a lawsuit brought by the 

Wisconsin Attorney General in which he asked the court to declare that the OSC did not 

have the authority to conduct the investigation.  Two additional lawsuits related to open 
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records requests to the OSC were filed by organizations supported by Democrat-backed 

labor unions.  

In Waukesha County, the OSC filed a petition to enforce the legislative subpoenas.  

Initially, the lawsuit included only four defendants.  Six additional defendants were later 

added, bringing the total to ten. Two attorneys from the OSC are assigned to that case and 

briefing is underway.  Prosecuting the enforcement action detracts from the OSC’s ability 

to conduct and complete its investigation. 

The OSC did receive a large quantity of documents from the Zuckerberg 5.  Those 

documents were electronic in form.  The process of organizing and reviewing them has 

required a significant expenditure of time and resources, and that will continue to be the 

case as OSC receives additional documents.   

The OSC launched a major investigation into nursing home abuse.  Attorneys and 

investigators were dispatched to multiple nursing homes across the State.  They identified 

and met with multiple residents who voted, despite the fact they were clearly incapable of 

voting and/ or not legally permitted to vote because of a guardianship order.  The OSC 

representatives made detailed notes and videos of these residents for evidentiary purposes.  

The Special Counsel intended to use a professional statistician in the nursing home 

setting.  Using a controlled environment, the OSC could take a detailed sampling of nursing 

home abuse and voting irregularities to determine, statewide, the number of improperly 

cast ballots in residential care facilities. The OSC was not able to complete this task by the 

time this Report was due.  Instead, the personnel conducting the nursing home investigation 

were also repurposed to assist in the drafting of this Report.  



 

13 
 

The OSC received information that an entity had cellphone pinging data related to 

the City of Milwaukee and its absentee ballot drop boxes.  As of the time of this Report, 

the OSC has not been able to run to ground all the issues relating to obtaining this data. 

The OSC consulted with multiple computer security experts regarding voting 

machines.  Two major machine manufacturers were identified in Wisconsin, Dominion 

Voting and ESS.  The OSC viewed extensive reporting about the integrity of the machines.  

The OSC learned that some Dominion machines are extremely vulnerable to hacking and 

manipulation. These specific machines can be manipulated to alter actual votes cast—

either surreptitiously or by the machine technicians.  

The Special Counsel reviewed extensive reporting of a Dominion machine failure 

event in another State.  The OSC was able to identify, through the reports of experts, that 

the failed machine recorded two anonymous and unauthorized access events from its VPN.  

This means, contrary to what Dominion has publicly stated, that at least some machines 

had access to the internet on election night.  Shortly after the unauthorized access was 

recorded, the machine failed and was reset, wiping all voting history and forcing that 

election administrator to rely on unverifiable paper printouts from the failed machine.  

ESS machines were equally problematic. The central problem is that several of the 

machines are made with a 4G wireless modem installed, enabling them to connect to the 

internet through a Wi-Fi hotspot. One municipality under investigation in Wisconsin by 

the OSC admitted that these machines had these modems and were connected to the 

internet on election night.  The reason given was to “transmit data” about votes to the 

county clerks.   
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The OSC learned that all machines in Green Bay were ESS machines and were 

connected to a secret, hidden Wi-Fi access point at the Grand Hyatt hotel, which was the 

location used by the City of Green Bay on the day of the 2020 Presidential election. The 

OSC discovered the Wi-Fi, machines, and ballots were controlled by a single individual 

who was not a government employee but an agent of a special interest group operating in 

Wisconsin. 

The OSC began a comprehensive investigation of voting machines in Wisconsin.  

As part of that investigation, subpoenas were sent to Dominion, ESS, and Command 

Central, LLC, a Dominion reseller and servicer.  The information sought included 

information about who, when, where, and what updates the machines were provided.  The 

OSC learned that one machine company representative stated that the voting machines 

were “wiped” during updates, meaning they did not retain federally required voter data.  

It was discovered that Command Central, LLC, received images of cast ballots on 

election night using the internet.  Command Central is alleged to be holding actual ballots 

cast on election night at its offices in Minnesota in violation of Wisconsin law.  The OSC 

was not able to complete this portion of its investigation, however. 

As of the date of this Report, the voting machine companies have refused to comply 

with the OSC’s legislative subpoenas, and have provided no data.  The OSC considers this 

investigation incomplete but ongoing.   

The OSC also sought information about the machines in Wisconsin used on election 

night from the clerks.  The clerks either did not possess the data sought by the OSC or 

refused to provide it, with Green Bay and Madison insinuating that providing secure voting 

machine data to the OSC would somehow compromise election integrity. In other words, 
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these cities claim that it is impossible to verify the integrity of the voting machines because 

doing that would jeopardize the integrity of both the machines and future elections.  The 

Special Counsel intends to resolve this issue as the investigation moves forward. 

The OSC’s investigation discovered the use of a ballot tracking and harvesting 

application in Wisconsin. An extensive amount of time and effort went into this portion of 

the investigation.  The OSC became attuned to the possibility of an application when 

reviewing email exchanges between the Zuckerberg 5 and third parties.  This involved 

tracking applications in Georgia and Pennsylvania.   

The OSC discovered ballot tracking programs in both Georgia and Pennsylvania.  

The OSC was able to locate and identify the developer of both programs in those States.  

The OSC obtained the source code for the Pennsylvania application.  Ultimately, that data 

and source code would not prove to be helpful to discovering information about the 

Wisconsin application.   

However, the OSC still located the Wisconsin application and its developers.  In the 

course of that investigation, the OSC documented multiple misrepresentations of material 

facts by WEC administrator Meagan Wolfe. For example, Ms. Wolfe told the Assembly 

Committee on Campaigns and Elections both that she did not know about the CTCL grants 

and that cities did not have access to statewide WisVote or BadgerBooks data.  Both of 

these statements are demonstrably untrue. 

Ms. Wolfe also told the Commission that there was no API (Application 

Programming Interface that allows direct access) into the WisVote or BadgerBooks 

system. Yet cities have provided information that they do have access to statewide WisVote 

and BadgerBooks data. At least one city apparently provided an API to the WisVote and 
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BadgerBooks systems, which provided real time, free information to special interest groups 

who used that information for selective, racially-targeted get-out-the-vote purposes under 

the contracts.  That application may still have an active API and may remain viable, so that 

it might be used by the private groups in future elections.  

Moving forward, the OSC will continue working to obtain answers to the important 

questions raised by these findings.  The tasks remaining include: 

1. Vindicating the legislature’s subpoena and investigative authority 
through ongoing litigation;  

2. Compelling witnesses (individual or institutional) with crucial 
information about Wisconsin elections to provide testimony.  This 
includes Meagan Wolfe, Ann Jacobs, Michael Spitzer Rubenstein, 
Tiana Epps-Johnson, Trina Zanow, Sarah Linske, Hannah Bubacz, 
Harrison Hersch, Dominion, ESS, and the Zuckerberg 5 through 
ongoing litigation.   

3. Determining the identities of any groups or individuals engaged in 
ballot harvesting in Wisconsin; 

4. Verifying the integrity of Wisconsin’s voting machines; 

5. Identifying additional votes cast unlawfully as a consequence of 
WEC’s directives to clerks regarding SVDs; 

6. Providing additional reporting as necessary, possibly including a 
more robust roadmap to the outside groups and leadership that 
interfered with the administration of past Wisconsin elections. 
 

  


